COMISSAO DE COMUNICAGAO

PROJETO DE LEI N° 3.451, DE 2025

Dispde sobre medidas de seguranca e
transparéncia para sites de comércio
eletrbnico, com o objetivo de prevenir
fraudes e golpes por meio de paginas falsas
de vendas online, e da outras providéncias.
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| - RELATORIO

O projeto estabelece normas de seguranga para O
funcionamento de plataformas de comércio eletrénico e de protegcao para
consumidores. A proposta torna obrigatéria a correta identificacdo da empresa
vendedora, incluindo a publicagdo no sitio de comércio eletrénico dos dados
cadastrais e endereco. Cria o “Sistema Nacional de Verificagao de ldentidade
de Lojas Virtuais, sob coordenagdo do Ministério da Justica e Segurancga
Publica, em parceria com o Comité Gestor da Internet no Brasil (CGl.br)”, de
modo a criacdo de um cadastro de dominios de internet verificados. Determina
as instituicdbes bancarias a necessidade de verificacdo da titularidade do
destinatario dos pagamentos, bem como alertar e bloquear transagdes quando
forem detectadas irregularidades no pagamento. Por fim, decide pela aplicagao
das sangdes previstas no Codigo de Defesa do Consumidor em casos de

descumprimento.

O projeto nao possui apensos e, ao fim do prazo regimental, foi
apresentada nesta Comissao a emenda EMC n°® 1/2025, de autoria do Sr.
Vinicius Carvalho, que da nova redagao ao art. 4° do projeto que trata das

obrigagdes as instituicbes financeiras. A proposta substitui as obrigacdes
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impostas aquelas entidades por outras, desta feita direcionadas as plataformas.
A emenda determina aos sitios de comércio a necessidade de existéncia de
politicas de prevencéao a fraudes, atendimento ao consumidor, a adogéo de um
fundo garantidor para ressarcimento de prejuizos e a criagdo de uma central de
compartilhamento de informagdes sobre vendedores que tenham praticado

fraudes.

O projeto foi distribuido as Comissdes de Comunicacgéao;
Defesa do Consumidor; Finangas e Tributacdo (mérito e art. 54 Regimento
Interno da Camara dos Deputados - RICD) e de Constituicdo e Justica e de
Cidadania (mérito e art. 54 RICD).

A apreciacao da proposicdo € conclusiva pelas Comissdes e
seu regime de tramitagdo é ordinario, conforme o art. 24, inciso Il e art. 151,

inciso Ill, ambos do Regimento Interno da Camara dos Deputados (RICD).

E o relatério.
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Il -VOTO DO RELATOR

O comeércio eletrbnico é uma realidade no mercado brasileiro.
Segundo o Observatorio do Comércio Eletrdbnico Nacional, elaborado pelo
Ministério do Desenvolvimento, Industria, Comércio e Servicos, o valor
comercializado por portais de internet tem crescido ano apds ano. Em 2020,
foram comercializados R$100 bilhdes por essa modalidade, montante esse que
passou, em 2024, para R$ 230 bilhdes." Os cinco maiores valores reportados
pelo Observatério sao referentes, pela ordem, a smartphones, livros,
geladeiras, televisores e alimentos, mas também podem ser encontrados itens
dos mais diversos como: produtos para cabelo, moveis, roupas e brinquedos.
Em complemento a esses valores, a ABCOMM - Associagao Brasileira de
Comércio Eletronico, indica que, em 2024, foram feitos 415 milhdes de pedidos

por mais de 90 milhdes de pessoas em sitios de e-commerce.?

Porém, ao mesmo tempo em que o0 comércio eletrénico
representa uma realidade dos novos tempos, ele vem acompanhado de
substanciais casos de aplicagdo de golpes e de infracbes aos consumidores.
Sao diversos os tipos de fraudes eletronicas aplicados e as mazelas a que
consumidores estdo expostos quando realizam compras pela internet. Desde
ilicitos menores como a entrega de produtos defeituosos ou em menor
quantidade, até a aplicacéo de verdadeiros crimes. Por exemplo, a inexisténcia
do produto ou da propria empresa, o que impede a possibilidade de devolugéo
do dinheiro. Golpes mais sofisticados também sio aplicados, como o roubo de
dados pessoais, numeros de cartdes de crédito e senhas e a geragdo de

boletos de pagamento ou chaves PIX falsas.

Segundo o Anuario Brasileiro de Segurancga Publica, edicédo
2025, desde 2018 houve um crescimento de 408% no numero de fraudes

virtuais. Somente em 2024, mais de dois milhdes de estelionatos foram

' Observatorio do Comeércio Eletrénico Nacional, ver Dashboard. Disponivel em: https://www.gov.br/mdic/
pt-br/assuntos/sdic/observatorio, acessado em 30/09/2025.

2 Principais Indicadores do e-Commerce em 2024. Disponivel em: https://dados.abcomm.org/, acessado
em 30/09/2025.

Para verificar a assinatura, acesse https://infoleg-autenticidade-assinatura.camara.leg.br/CD256261036100

-E Assinado eletronicamente pelo(a) Dep. Ossesio Silva

Apresentacdo: 07/11/2025 14:06:24.883 - CCOM

> PL 3451/2025

PRL 3 CCOM

e

-
—1
-
o

*CD256261036100 %


https://www.gov.br/mdic/pt-br/assuntos/sdic/observatorio
https://www.gov.br/mdic/pt-br/assuntos/sdic/observatorio
https://dados.abcomm.org/

registrados, o equivalente a quatro golpes por minuto.>* Em complemento,
segundo dados do Férum Brasileiro de Seguranga Publica, entre julho de 2024
e junho de 2025, foram cerca de 24 milhdes de vitimas de golpes financeiros
envolvendo PIX ou boletos bancarios, resultando em prejuizos da ordem de R$
29 bilhoes.*

E neste contexto de descalabro eletrénico que analisamos o
presente projeto de lei do Dep. Amom Mandel. A proposta determina que os
sitios eletronicos sejam identificados mediante a apresentacdo de seu CNPJ,
endereco, telefone de contato e outras informacdes de cadastro. Cria um
Sistema Nacional de Verificacdo de lIdentidade de Lojas Virtuais, sob
coordenacao do Ministério da Justica e Segurancga Publica, em parceria com o
Comité Gestor da Internet no Brasil (CGl.br), para fins de manutengdo de um
banco de dados contendo as empresas idéneas. Determina as instituicoes
bancéarias a adogao de mecanismos para a prevencao a fraudes mediante a
verificacao de titularidade das contas e de alertas, bloqueios e reversao de
valores. A proposta determina ainda que em casos de descumprimento das

obrigagdes podera ser aplicado o Codigo de Defesa do Consumidor.

O projeto conta ainda com uma emenda apresentada nesta
Comissao pelo Dep. Vinicius Carvalho, que substitui as obriga¢des impostas as
entidades financeiras por outras direcionadas as plataformas de comércio
eletrénico. Dentre elas a adogao de medidas de prevencao a fraudes, sob pena
de aplicagdo de responsabilizagado solidaria, a criagdo de um fundo garantidor
de operagdes para ressarcimento de prejuizos e a instituicdo de uma central de
compartilhamento de informagdes sobre pessoas fisicas e juridicas que tenham

cometido praticas irregulares.

Feita essa contextualizagdo da situacdo alarmante em que se
encontra o comércio eletrébnico no Brasil e as propostas aqui apresentadas,
declaramos de antem&o nosso apoio aos objetivos maiores da matéria. Os
consumidores estdo em condigcdes de vulnerabilidade e o Poder Publico

precisa tomar agbes concretas para diminuir a ocorréncia das fraudes.

3 Anuario  Brasileiro de  Seguranga  Publica  2025. Pag. 20. Disponivel  em:

https://forumseguranca.org.br/wp-content/uploads/2025/09/anuario-2025.pdf, acessado em 30/09/2025.

Giusti, M, 2025. “Mais de 24 milhdes de pessoas foram vitimas de golpes pelo PIX”. Radio Senado,
18/08/2025. Disponivel em https://www12.senado.leg.br/radio/1/noticia/2025/08/18/mais-de-24-milhoes-
de-pessoas-foram-vitimas-de-golpes-pelo-pix, acessado em 30/09/2025.
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Entretanto, temos restricdes quanto a factibilidade e efetividade de varias das

medidas propostas.

Em primeiro lugar é preciso estabelecer uma diferenca entre
paginas de internet de empresas que comercializam seus produtos de forma
direta, daquelas que vendem seus produtos se utilizando de plataformas de
venda, os chamados market places. Da mesma forma é preciso diferenciar
essas plataformas de comércio eletrbnico de outras que podem ser utilizadas
para captar clientes para a finalizacdo das vendas em outro ambiente, como é
0 caso das redes sociais. Assim, os ditames tém que contemplar essas quatro

situacdes e categorias de empresas envolvidas.

Com relacao a criagao do Sistema Nacional de Verificagao de
Identidade de Lojas Virtuais, entendemos ser impraticavel e ineficiente do
ponto de vista da economia. A criacdo e a manutencdo desse cadastro
incorrerdo em custos para o Poder Publico e podera se tornar mais uma porta
de entrada para o acometimento de outra camada de crimes, como de
vazamento de dados e de insercdo de dados falsos. Também se mostrara
ineficiente pois sera uma barreira @ enorme variabilidade e velocidade que
existe na internet, tanto em termos de ofertas, quanto de empresas e tipos de
servicos, o que demandara um acompanhamento constante que dificilmente

sera alcangado por qualquer instituicdo que esteja a cargo desse controle.

Ja sobre impor obrigagdes as instituicbes bancarias,
entendemos nao ser a melhor escolha uma vez que o setor ja é fortemente
regulado e ja existem mecanismos para reversao de pagamentos e canais
desenvolvidos para recuperacéo de recursos. E o caso do Mecanismo Especial
de Devolugdo (MED), também chamado de “botdo de contestagdo do PIX”,
criado pelo Banco Central para auxiliar possiveis vitimas de golpes com esse
meio de pagamento e facilitar pedidos de devolugédo.”® Neste particular
entendemos que impor obrigag¢des as plataformas, como propée a Emenda, é

mais efetivo.

Por ultimo, ndo podemos concordar com a imposicdo da

necessidade de criacdo de um fundo garantidor para o ressarcimento de

5 “O que é e como funciona o Mecanismo Especial de Devolugdo (MED)”. Banco Central do Brasil,

07/07/2025. Disponivel em: https://www.bcb.gov.br/meubc/fags/p/o-que-e-e-como-funciona-o-
mecanismo-especial-de-devolucao-med, acessado em 30/09/2025.
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consumidores, como sugerido na Emenda. Isso porque ira gerar um custo
desnecessario para a grande maioria das empresas, sendo que os sitios que
realizam ilegalidades nado serdo afetados, o que colocara as empresas
legalmente estabelecidas em situagdo de ampliada desvantagem. Da mesma
forma, nos opomos a criacdo de um banco de dados contendo as informacdes
sobre praticantes de irregularidades, basicamente pelos mesmos motivos que
apresentamos contrarios ao Sistema de verificagdo das lojas virtuais

comentado anteriormente.

Assim, propomos um substitutivo que incorpora questbes do
projeto original e da Emenda com o objetivo maior de proteger os
consumidores no ambiente digital. Nossa proposta conceitua separadamente
as plataformas de comeércio eletrbnico das demais aplicagdes que podem ser
utilizadas para o anuncio de produtos e captacao de clientes, como € o caso de
redes sociais. Para os primeiros, os market places, sao postas obrigagdes de
identificacdo das empresas participantes, bem como o estabelecimento de

politicas de prevencao a fraudes sob pena de responsabilizagao solidaria.

A implementagdo de mecanismos automaticos de deteccéo de
fraudes em plataformas digitais representa avango relevante para a protecao
do consumidor brasileiro, especialmente diante do notério crescimento dos
golpes virtuais. Entende-se, porém, que a obrigatoriedade de alertas genéricos
pode acarretar efeitos indesejados, como a chamada "cegueira de aviso", além
de impor custos desproporcionais as plataformas de menor porte. Portanto,
recomenda-se que as obrigacbes de alertas automatizados sejam
contextualizadas, emitindo notificagbes somente quando identificados indicios
concretos de fraude ou irregularidade. Essa abordagem assegura maior
efetividade, permitindo que plataformas de grande alcance implementem
sistemas robustos de deteccdo, a0 mesmo tempo em que preserva a
viabilidade operacional dos demais agentes, conciliando o interesse da

protecdo ao consumidor com a sustentabilidade do ecossistema digital.

Nossa proposta também inclui, tanto para empresas que
vendam produtos e servigos de forma independente, isto €, em sitios préprios,
quanto para aquelas participantes de plataformas de comércio eletronico, além

da necessidade de identificacdo completa, a necessidade de disposi¢cdo ao
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cliente dos termos contratuais, incluindo o tratamento dos dados pessoais
deste. Além disso, também é obrigatéria a apresentagdo ao consumidor, antes
da finalizagdo da compra e de maneira destacada, os termos e prazos
previstos para a devolugdo dos produtos ou para o encerramento ou
arrependimento dos servigos contratados, de forma acessivel e em linguagem

simples.

Estamos certos de que estas medidas irdo contribuir para que
os usuarios da internet possam efetuar suas compras com maior tranquilidade
e seguranga, ao mesmo tempo em que, acreditamos, iremos dificultar a

impunidade de criminosos no mundo digital.

Assim sendo e pelos motivos elencados, somos pela
APROVAGCAO do projeto de lei n° 3.451, de 2025, e da Emenda n° 1 desta
Comisséo, na forma do SUBSTITUTIVO anexo.

Sala da Comissao, em de de 2025.

Deputado OSSESIO SILVA
Relator
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COMISSAO DE COMUNICAGAO

SUBSTITUTIVO AO PROJETO DE LEI N° 3.451, DE 2025

Estabelece normas de seguranca e
transparéncia para aplicagdes de internet
voltadas ao comércio eletrbnico e em geral,
empresas participantes dessas aplicagdes e
consumidores.

O Congresso Nacional decreta:

Art. 1° Esta Lei estabelece normas de seguranga e
transparéncia para aplicagdes de internet voltadas ao comércio eletrbnico e em

geral, empresas participantes dessas aplicagdes e consumidores.
Paragrafo unico. Para os efeitos desta Lei é definido

| — empresa participante: pessoa juridica que divulga e
comercializa seus produtos e servigos junto a aplicagdo de internet voltada ao

comércio eletrdnico;

Il — consumidor: pessoa fisica ou juridica que adquire produtos

comercializados por aplicacado de internet voltada ao comércio eletronico.

Art. 2° Aplicagbes de internet voltadas ao comércio eletrdnico e

suas empresas participantes deverao:

| — exibir, em local visivel e facilmente acessivel, 0 nome
empresarial completo, Cadastro Nacional de Pessoas Juridicas (CNPJ),

endereco fisico, telefone e demais meios de contato direto com a empresa;

Il — dispor ao consumidor, em qualquer tempo, dos termos
contratuais, os quais deverado incluir o tratamento referente aos dados

pessoais;

[Il — apresentar ao consumidor, antes da finalizagdo da compra

e de maneira destacada, os termos e prazos previstos para a devolugao dos
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produtos ou para o encerramento ou arrependimento dos servigos contratados,

de forma acessivel e em linguagem simples.

Art. 4° Aplicagdes de internet voltadas ao comércio eletrbnico
devem possuir e exigir das empresas participantes politicas de gestao de risco,
de prevencao a evasao fiscal, de combate e prevencido a fraudes e crimes
cibernéticos, de atendimento ao consumidor e de prevengdo a lavagem de
dinheiro, sob pena de responsabilizagdo solidaria no caso de eventuais

irregularidades praticadas mediante o uso dessas aplicagdes.

Paragrafo unico. As aplicagbes de internet que n&o sao
voltadas ao comércio eletrbnico e que publicam conteudos gerados por
terceiros deverao desenvolver politicas de prevencao a fraudes, incluindo
mecanismos automaticos de deteccdo de conteudos que visem
comercializagdo irregular, com emissdo de alertas contextualizados ao

consumidor quando identificados sinais de risco de fraude ou irregularidades.

Art. 5° O descumprimento das obrigagdes previstas nesta Lei
sujeitara os infratores as sangdes previstas na Lei n°® 8.078, de 11 de setembro
de 1990 (Cdodigo de Defesa do Consumidor), sem prejuizo das demais

responsabilidades civis, administrativas e penais cabiveis.

Art. 6° Esta Lei entra em vigor 180 (cento e oitenta) dias apos a

sua publicagao.

Sala da Comissao, em de de 2025.

Deputado OSSESIO SILVA
Relator
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