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MENSAGEM N© 61

Apresentacdo: 04/03/2024 12:33:00.000 - MESA

Senhores Membros do Congresso Nacional,

Nos termos do disposto no art. 49, inciso I, combinado com o art.
84, inciso VIII, da Constituicdo Federal, submeto a elevada consideracao de
Vossas Exceléncias, acompanhado de Exposicao de Motivos dos Senhores
Ministro de Estado das Relagdes Exteriores e do Ministro de Estado Chefe do
Gabinete de Seguranca Institucional da Presidéncia da Republica, o texto do
“Acordo entre a Republica Federativa do Brasil e o Reino dos Paises Baixos
sobre Troca e Protecdo Mutua de Informacdes Classificadas”, assinado em
Brasilia, em 9 de outubro de 2023.

Brasilia, 29 de fevereiro de 2024.
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Brasilia, 1 de Fevereiro de 20

Senhor Presidente da Republica,

Submetemos a sua elevada consideragao, para posterior envio ao Congresso Nacional, o
anexo projeto de Mensagem que encaminha o texto do “Acordo entre a Republica Federativa do
Brasil e o Reino dos Paises Baixos sobre Troca e Protecdo Mutua de Informagdes Classificadas”,
assinado em Brasilia, em 9 de outubro de 2023, pelo Senhor Ministro de Estado Chefe do Gabinete
de Seguranga Institucional da Presidéncia da Republica, Marcos Antonio Amaro dos Santos e pelo
Embaixador dos Paises Baixos no Brasil, Senhor André M. A. Driessen.

2. O instrumento refor¢a a confianca na relacdo entre as Partes ao estabelecer regras e
procedimentos para a prote¢do de informacdes sigilosas trocadas entre o Brasil e os Paises Baixos,
seus respectivos individuos, agéncias e entidades credenciadas. O instrumento juridico em andlise
propiciard a regulamenta¢do necessaria para a equivaléncia dos graus de sigilo da informagao
classificada, medidas de protecdo, bem como regras de acesso, transmissdo, divulgacdo e uso de
informacdes dessa natureza. Viabilizard, igualmente, as devidas providéncias para a realizacdo de
visitas as instalagdes onde a informagdo classificada ¢ tratada ou armazenada e para a tomada de
medidas em caso de violagdo de seguranga.

< .

3. A luz do exposto e com vistas ao encaminhamento do assunto a apreciacdo do
Congresso Nacional, em conformidade com o Artigo 49, inciso I, combinado com o Artigo 84,
inciso VIII, da Constituicdo Federal, submetemos o anexo projeto de Mensagem, acompanhado de
copias autenticadas do Acordo.

Respeitosamente,

Assinado eletronicamente por: Mauro Luiz lecker Vieira, Marcos Antonio Amaro dos Santos
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ACORDO ENTRE A REPUBLICA FEDERATIVA DO BRASIL E O
REINO DOS PAISES BAIXOS SOBRE TROCA E PROTECAO
MUTUA DE INFORMACOES CLASSIFICADAS

Apresentacdo: 04/03/2024 12:33:00.000 - MESA

A Republica Federativa do Brasil
e
o Reino dos Paises Baixos,

Doravante denominados em conjunto como “Partes”, ou separadamente, como
[13 29
Parte”,

No interesse da seguranga nacional e para garantir a protecdo de Informacgdes
Classificadas trocadas no ambito de instrumentos de cooperagdo, contratos e outros acordos
firmados entre as Partes, seus individuos credenciados, 6rgdos, bem como entidades publicas e
privadas,

Desejando estabelecer uma estrutura de regras e procedimentos relacionados as
Informagdes Classificadas de acordo com as leis e regulamentos nacionais das Partes,

Confirmando que este Acordo ndo afetara os compromissos de ambas as Partes que
derivam de outros acordos internacionais e que ndo sera usado contra os interesses, a seguranga € a
integridade territorial de outros Estados,

Acordaram o seguinte:

Autenticado Eletronicamente, apds conferéncia com o original.
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Artigo I 3 Q
Finalidade S N
1. Este Acordo estabelece regras e procedimentos para a prote¢do de
Informacbes Classificadas trocadas entre as referidas Partes, seus individues

credenciados, 6rgaos, bem como entidades publicas ou privadas sob sua

jurisdicao.

2.

Este Acordo nao constitui fundamento para obrigar o fornecimento

ou troca de Informacdes Classificadas pelas Partes.

Artigo 11
Definicoes

Para os fins deste Acordo, o termo:
a. Acordo significa este acordo incluindo seus Anexos;
b. Anexo significa um anexo a este Acordo;

c. Contrato Classificado significa um acordo, incluindo quaisquer

negociacoes pré-contratuais, cuja execucao requeira ou implique
0 acesso ou potencial acesso ou a criagdao de Informacao
Classificada;

d. Informacao Classificada significa a informacao, material ou

objeto, independentemente da sua forma ou natureza ou
qualquer parte do mesmo, com um determinado Nivel de
Classificagao de Seguranca, que independentemente da forma
como € apresentado deve ser protegido contra o acesso nao
autorizado, divulgacao ou outro tipo de Comprometimento da
Informagao para o qual foi designado, para evitar danos ou
prejuizos no interesse de uma ou ambas as Partes, de acordo
com as respectivas leis e regulamentos de cada Parte e deste
Acordo;

. Autoridade de Seguranca Competente (ASC) significa a

autoridade de cada Parte responsavel pela seguranca de
Informacdes Classificadas sob este Acordo;

. Comprometimento da Informacao significa qualquer forma

de uso indevido, dano ou acesso nao autorizado, alteracao,
divulgacao ou destruicao de Informagodes Classificadas, bem
como qualquer outra acao ou omissao que resulte na perda de
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sua confidencialidade, integridade, disponibilidade Q
autenticidade;
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g. Contratante significa qualquer pessoa juridica sob a jurisdica
de uma Parte, celebrando ou de outra forma vinculada a u
Contrato Classificado;

F

h. Autorizacao de Seguranca de Instalacao significa a
certificacdao pela Autoridade de Seguranca Competente de que
uma entidade publica ou privada possui medidas de seguranca
apropriadas e, portanto, foi credenciada para o Tratamento de
Informacdes Classificadas, de acordo com as leis e regulamentos
nacionais de cada Parte;

i. Tratamento de Informacoes Classificadas significa um
conjunto de acgbes relacionadas com a produgao, recepgao,
classificagdo, utilizacdo, acesso, reprodugao, transporte,
transmissao, distribuicdo, arquivamento, armazenamento,
eliminacao, destino ou controle de Informagdes Classificadas
num determinado Nivel de Classificacao de Seguranca;

j. "Necessidade de Conhecer” significa a exigéncia de um
individuo acessar, ter conhecimento ou possuir Informacoes
Classificadas para o desempenho de fungoes e tarefas oficiais;

k. Parte Originaria significa a Parte sob cuja autoridade as
Informacgodes Classificadas foram criadas;

|. Credencial de Seguranca Pessoal significa a certificagcdo de
gue um determinado individuo foi aprovado em seguranca e,
portanto, credenciado para o Tratamento de InformacoOes
Classificadas, em um determinado Nivel de Classificacdao de
Seguranca, de acordo com as leis e regulamentos nacionais de
cada Parte;

m. Entidade Provedora significa a Parte, ou Contratante,
que fornece Informagdes Classificadas a Entidade Receptora nos
termos deste Acordo;

244193759500+«
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n. Entidade Receptora significa a Parte, ou Contratante, que
recebe Informacdes Classificadas nos termos deste Acordo;
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o.Violagcao de Seguranca significa qualquer acao ou omissa
intencional ou acidental, que resulte em um Comprometiment
da Informacdo real ou possivel de Informacgdes Classificada
fornecidas ou geradas sob este Acordo;

AptdseQa

p. Nivel de Classificacdo de Seguranca significa o nivel de
protecdo atribuido as Informacgdes Classificadas, de acordo com
as leis e regulamentos nacionais de cada Parte e conforme
incorporado no artigo IV, paragrafo 1 deste Acordo; e

g. Terceiro significa qualquer organizacao, estado, governo ou
individuo que ndo seja Parte deste Acordo.

Artigo 111
Autoridades de Seguranca Competentes

1. As Autoridades de Seguranca Competentes, responsaveis pela
implementacao e supervisao deste Acordo, estdo listadas no Anexo a este
Acordo.

2. A Autoridade de Seguranca Competente pode delegar partes de
suas responsabilidades a uma Autoridade de Seguranca Competente delegada.

3. Cada Parte fornecera a outra os dados de contato de sua
respectiva Autoridade de Segurangca Competente, por escrito. As Autoridades
de Seguranca Competentes das Partes deverao informar-se por escrito sobre
alteracoes em seus dados de contato.

4. A fim de garantir uma cooperacao estreita na implementagao deste
Acordo, as Autoridades de Seguranca Competentes poderdao consultar-se
sempre que necessario.

5. Representantes de ambas as Autoridades de Seguranca
Competentes poderao visitar mutuamente as suas instalacdes com a intencao
de adquirir conhecimento de procedimentos e medidas de seguranca aplicaveis
a Informacado Classificada, sujeito a aprovacao da Autoridade de Segurancga
Competente anfitria.

6. Mediante solicitacdao, as Autoridades de Seguranca Competentes
poderao auxiliar-se mutuamente a realizagdo dos procedimentos para a
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7

*CD244193759500 %




&
=
s T
S o
s O
o N
~ S~
S
- ©
. . . e <
concessao de Autorizagoes de Seguranca de Instalagoes e Credenciais de QO
Seguranca Pessoal, por meio de solicitagdo e de acordo com suas leis [€ )
regulamentos nacionais. % E
7. Mediante solicitagao da Autoridade de Seguranca Competente de—

uma Parte, a Autoridade de Seguranca Competente da outra Parte emitird uma
confirmagao por escrito de que foi emitida uma Credencial de Seguranca
Pessoal e/ou Autorizacao de Seguranca de Instalacao valida.

8. As Autoridades de Seguranca Competentes das Partes deverao
reconhecer mutuamente suas Credenciais de Seguranca Pessoal e,
Autorizacbes de Seguranca de Instalacdes emitidas de acordo com suas
respectivas leis e regulamentos e dentro do escopo deste Acordo.

o. As  Autoridades de Seguranca Competentes notificarao
imediatamente umas as outras, por escrito, sobre alteragbes nas Credenciais
de Seguranca Pessoal e Autorizagcbes de Seguranca de InstalagOes
reconhecidas para quem ou para as quais uma confirmacao foi fornecida de
acordo com o paragrafo 8 deste artigo.

Artigo 1V
Niveis de Classificacdo de Seguranca

1. As Partes concordam que os Niveis de Classificacdo de Seguranca,
de acordo com suas respectivas leis e regulamentos nacionais, deverao
corresponder entre si na seguinte forma de equivaléncia:

Autenticado Eletronicamente, apds conferéncia com o original.
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Classificacdo Parte Originaria assiticagao ntidade E >
Receptora 4
2
‘Stg. ZEER GEHEIM’ ‘ULTRASSECRETO’
‘Stg. GEHEIM’ ‘SECRETO’
‘Stg. CONFIDENTIEEL’ ‘SECRETO’
‘DEPARTEMENTAAL \ ,
VERTROUWELIJK’ RESERVADO
‘ULTRASSECRETO’ ‘Stg. ZEER GEHEIM’
‘SECRETO’ ‘Stg. GEHEIM’
‘RESERVADO’ ‘Stg. CONFIDENTIEEL’
2. Quaisquer Informacdes Classificadas, produzidas nos termos deste
Acordo, deverao ser marcadas com o Nivel de Classificacao de Seguranca
equivalente da Parte Originaria, de acordo com o paragrafo 1 deste artigo.
3. A Entidade Receptora devera marcar todas as Informacgoes
Classificadas sob este Acordo que tenha recebido da Entidade Provedora com o
Nivel de Classificacdo de Seguranca equivalente a Entidade Receptora de
acordo com o paragrafo 1 deste artigo. O Nivel de Classificagcdo de Seguranca
da Parte Originaria devera ser indicado primeiro, a fim de determinar o Nivel
de Classificacdo de Seguranca equivalente apropriado. .
4, As Partes notificardo uma a outra sobre qualquer alteracdo e ;i

9

5

posterior alteracdao no Nivel de Classificacdo de Seguranca de Informacdes
Classificadas.

5. A Parte Origindria poderd marcar a Informacdo Classificada com
requisitos de tratamento, para especificar qualquer limitacdo ao seu uso,
divulgacao, liberacao e acesso pela Entidade Receptora.

*CD24&461937
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6. A Entidade Receptora ndao modificara ou revogara a classificacao d
seguranca das Informacdes Classificadas recebidas ou geradas no ambito des
Acordo sem a aprovagao prévia por escrito da Parte Originaria.

T
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7. As Informacodes Classificadas originadas em conjunto pelas Partes
sera atribuido um Nivel de Classificagdo de Seguranca mutuamente
determinado pelas Partes.

Artigo V
Protecao de Informacoes Classificadas

1. As Partes deverao tomar todas as medidas apropriadas de acordo
com suas leis e regulamentos nacionais para garantir a protecao de
Informagdes Classificadas em conformidade com este Acordo. Deverao
proporcionar as Informacdes Classificadas trocadas ou geradas sob este
Acordo, pelo menos, a mesma protecdo que concedem as suas proprias
Informagdes Classificadas ao Nivel de Classificacdo de Seguranca
correspondente.

2. O tratamento de qualquer Informacdo Classificada trocada entre as
Partes devera respeitar as disposicoes deste Acordo.

3. Cada Parte garantird que sejam implementadas as medidas
necessarias para a protecdo de Informacdes Classificadas processadas,
armazenadas ou transmitidas por sistemas de comunicacao e informacao, de
acordo com o Nivel de Classificacdao de Seguranga, este Acordo, e com as leis e
regulamentos nacionais.

4, Cada Parte garantira a confidencialidade, integridade,
disponibilidade e, quando aplicavel, autenticidade, responsabilidade e
rastreabilidade de Informacodes Classificadas.
5. As Partes ndo divulgardao nenhuma Informacao Classificada sem o
consentimento por escrito da Parte Originaria.

Artigo VI

Uso de Informacoes Classificadas

1. Cada Parte devera garantir que a Entidade Provedora:

Autenticado Eletronicamente, apds conferéncia com o original.
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a. marcara as Informagoes Classificadas com a classificagao de QO
seguranca apropriada de acordo com suas leis e regulament¢s )
nacionais e c >
[¢]
- ’ - - - ~ Q-
b.informara a Entidade Receptora de quaisquer condicoes de—

divulgacdo ou limitagGes a utilizagdo de Informacdo Classificada
disponibilizada, conforme determinado pela Parte Originaria.

2. Cada Parte devera garantir que a Entidade Receptora:

a.oferecera as Informacgdes Classificadas o mesmo nivel de
protecao concedido as suas Informacdes Classificadas nacionais
de um Nivel de Classificacao de Seguranca equivalente conforme
determinado no artigo IV, paragrafo 1;

b.ndo devera desclassificar ou rebaixar as Informacdes
Classificadas sem o consentimento prévio por escrito da Parte
Originaria;

c. ndao divulgara Informagdes Classificadas a Terceiros sem o
consentimento prévio por escrito da Parte Originaria; e

d.devera usar as Informacdes Classificadas apenas para os fins
para os quais foram divulgadas e de acordo com quaisquer
requisitos de manuseio da Parte Originaria.

3. Cada Parte, de acordo com seus requisitos constitucionais, leis e
regulamentos nacionais, respeitara o principio do consentimento de origem.

Artigo VII
Acesso as Informacoées Classificadas

1. Cada Parte garantira que o acesso as Informacdes Classificadas
seja concedido com base na Necessidade de Conhecer.

2. Cada Parte devera garantir que qualquer individuo que tenha
acesso as Informacgdes Classificadas seja informado sobre suas
responsabilidades para proteger essas informacdes e tenha assinado uma
declaracao de confidencialidade de acordo com as leis e regulamentos
nacionais da Entidade Receptora.

3. As Partes garantirdo que o acesso as Informacdes Classificadas
seja concedido apenas a individuos que possuam uma Credencial de Segurancga
Pessoal ao nivel correspondente ou que estejam devidamente autorizados a

Autenticado Eletronicamente, apds conferéncia com o original.
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acessar a Informacdo Classificada em virtude de suas fungdes nos termos da
leis e regulamentos nacionais da Entidade Receptora.
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Artigo VIII
Traducao, Reproducio e Destruicao de Informacgoes Classificadas

1. Todas as traducdes e reproducdes de Informacdes Classificadas
deverao ser protegidas e controladas da mesma forma que as Informacoes
Classificadas originais. Deverao receber o mesmo Nivel de Classificacdo de
Seguranca que as Informacgodes Classificadas originais.

2. As traducoes de Informacdes Classificadas deverao conter uma
anotacdo adequada no idioma da traducao, indicando que contém Informacdes
Classificadas da Parte Originaria.

3. O numero de reproducbes de Informacdes Classificadas sera
limitado ao necessario para sua finalidade oficial.

4, Informacgoes Classificadas com Nivel de Classificacdo de Seguranca
equivalente a ULTRASSECRETO / Stg. ZEER GEHEIM, nao deverao ser
reproduzidas ou traduzidas sem o consentimento prévio por escrito da Parte
Originaria.

5. Informagodes Classificadas com Nivel de Classificacdao de Seguranca
equivalente a ULTRASSECRETO / Stg. ZEER GEHEIM nao deverao ser
destruidas sem o consentimento prévio por escrito da Parte Originaria.
Deverao ser devolvidas a Parte Originaria quando nao forem mais consideradas
necessarias pela Entidade Receptora.

6. Informagodes Classificadas com Nivel de Classificacdao de Seguranca
equivalente a SECRETO / Stg. GEHEIM deverdo ser destruidas de acordo com
as leis e regulamentos nacionais depois que nao forem mais consideradas
necessarias pela Entidade Receptora.

7. Se uma situagao de crise impossibilitar a Entidade Receptora de
proteger a Informacao Classificada prestada sob este Acordo, a Informacao
Classificada serda imediatamente destruida. A Entidade Receptora notificara
prontamente por escrito a Autoridade de Seguranca Competente da Parte
Origindria sobre a destruicdo desta Informacao Classificada.

Artigo IX
Transmissao de Informacdes Classificadas

Autenticado Eletronicamente, apds conferéncia com o original.
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1. Informacgdes Classificadas com Nivel de Classificacdo de Segurang
ULTRASSECRETO / Stg. ZEER GEHEIM e SECRETO / Stg. GEHEIM serg
transmitidas entre as Partes, por via diplomatica, ou conforme acordado p¢
escrito pelas respectivas Autoridades de Seguranca Competentes.

¢@n: Q4/03/2024 12:33:00.000 - MESA
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2. Os Niveis de Classificacdo de Seguranga nao incluidos no paragrafo
1 serao transmitidos de acordo com as leis e regulamentos nacionais da Parte
Originaria.

3. As Informagdes Classificadas transmitidas através de sistemas de
comunicacdo, redes ou outros meios eletromagnéticos deverdao utilizar meios
criptografados mutuamente aceitos pelas respectivas Autoridades de
Seguranca Competentes.

4, No caso de transmissdao de Informacgoes Classificadas que requeira
procedimentos especiais para o seu transporte, devera ser previamente
acordado, por escrito, um plano logistico por ambas as Autoridades de
Seguranca Competentes.

Artigo X
Visitas

1. As visitas as instalacdes onde as Informacdes Classificadas serao
acessadas, processadas ou registradas estardo sujeitas a aprovacdo prévia por
escrito da Autoridade de Seguranca Competente da Parte anfitria, salvo acordo
em contrario das Autoridades de Seguranca Competentes. Tal aprovacao
somente sera concedida as pessoas fisicas que atendam aos requisitos
estabelecidos no artigo VII deste Acordo.

2. O pedido de visita deverd ser submetido a Autoridade de
Seguranca Competente da Parte anfitrid, incluindo os seguintes dados que
serao utilizados apenas para efeitos da visita:

a.nome e sobrenome do visitante, data e local de nascimento,
nacionalidade, outras cidadanias e numero do cartdo de
identificacdo/numero do passaporte;

b. o titulo e a fungao do visitante, bem como o nome e endereco da
organizacao pela qual o visitante é empregado ou que o visitante
representa;

c.a especificacdo do projeto no qual o Vvisitante estara
participando;

Autenticado Eletronicamente, apds conferéncia com o original.
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d. a confirmacao da Credencial de Seguranca Pessoal do visitante
seu nivel e validade;

e. 0 nome da instalagao a ser visitada;

Apresentacdo: M/03/2024 12:33:00.000 - MESA

—h

. 0 propdsito da visita;

g.o Nivel de Classificacao de Seguranca mais alto antecipado das
Informacdes Classificadas a serem acessadas, processadas ou
armazenadas;

h.o nome, endereco, numero de telefone, endereco de e-mail e
ponto de contato da instalacao a ser visitada;

. a data e duracao da visita;

j. o periodo total em que as visitas sao recorrentes; e

k.a data e assinatura de um representante da Autoridade de
Seguranca Competente do visitante.

3. A solicitagdo de visita devera ser apresentada com antecedéncia
minima de 10 (dez) dias corridos da data proposta para a visita, salvo se as
Autoridades de Seguranca Competentes acordarem prazo diverso.

4, As Autoridades de Seguranca Competentes poderdao acordar uma
lista de visitantes com direito a visitas recorrentes por um periodo ndo superior
a 12 (doze) meses. As Autoridades de Seguranga Competentes deverao
concordar com os detalhes adicionais destas visitas recorrentes.

5. A Autoridade de Seguranca Competente da Parte anfitrid informara
os funcionarios de seguranca da organizacao a ser visitada sobre os detalhes
daqueles individuos cujos pedidos de visita foram aprovados. Uma vez
concedida a aprovacgao, os arranjos de visitas para individuos que receberam
aprovacao para Vvisitas recorrentes podem ser feitos diretamente com a
agéncia, instalacao ou organizacao em questdo.

6. Quaisquer Informacdes Classificadas transmitidas ao visitante
serao consideradas Informacdes Classificadas nos termos deste Acordo e serao
tratadas em conformidade com as disposicoes deste Acordo. Além disso, o
visitante devera cumprir os regulamentos de seguranca da Parte anfitria.

7. As Partes garantirao, de acordo com suas leis e regulamentos
nacionais, a protecdao dos dados pessoais dos individuos que solicitardo uma

Autenticado Eletronicamente, apds conferéncia com o original.
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visita. Os dados pessoais nao serao utilizados para outra finalidade que nde QO
seja autorizar o pedido de visita. 2 N
8. Quando autorizada, a Autoridade de Seguranca Competente cl%
Parte anfitrid notificara a Parte requerente, com a maior brevidade possivel, da———

visita e também notificara a instalacdo a ser visitada.

Artigo XI
Violacido de Seguranca

1. Sempre que a Entidade Receptora suspeite ou verifiqgue uma
Violagao de Segurancga relacionada com Informacao Classificada sob este
Acordo, a Autoridade de Seguranca Competente da Parte onde ocorreu a
Violacdo de Seguranca informara imediatamente a Autoridade de Seguranga
Competente da outra Parte. A notificagdo devera conter detalhes suficientes
para que a Parte Originaria avalie as consequéncias e circunstancias da
Violacao de Segurancga suspeita ou constatada.

2. A Autoridade de Seguranca Competente da Parte onde ocorreu a
Violagdo de Seguranca tomara imediatamente todas as medidas necessarias,
de acordo com suas leis e regulamentos nacionais, para investigar qualquer
Violacao de Seguranca suspeita ou comprovada. A Autoridade de Seguranca
Competente da Parte Originaria poderd, se acordado, cooperar na
investigacdo. A Parte Originaria sera sempre informada sobre o resultado da
investigacdao e as medidas tomadas, se houver.

3. A Autoridade de Seguranca Competente da Parte onde ocorreu a
Violagcdo de Seguranca devera tomar todas as medidas, incluindo, entre outras,
medidas legais, de acordo com suas leis e regulamentos nacionais, para
mitigar as consequéncias de uma Violacdo de Seguranca e evitar qualquer
recorréncia.

4, Quando ocorrer uma Violagao de Seguranga em um Terceiro, a
Autoridade de Seguranca Competente da Parte que transmitiu as informacoes
ao Terceiro, informara imediatamente a Autoridade de Seguranca Competente
da Parte Origindria sobre a Violacdo de Seguranca, certificando-se de que a
Violacao de Seguranca seja investigada adequadamente e comunique o
resultado da investigacao e quaisquer medidas tomadas.

5. Qualquer Parte podera solicitar informagdes sobre o processo de
investigacao de Violagao de Seguranca.

Artigo XII
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Contratos Classificados

1. Se uma Parte ou um Contratado propuser a concessdao de um Contr
Classificado, com um Contratado sob a jurisdicdo da outra Parte, devera primeiro ob
confirmacao por escrito da Autoridade de Seguranca Competente da outra Parte de que
Contratado recebeu uma Autorizacdo de Seguranga de Instalacdo no Nivel de Classificacao
Seguranga apropriado.

o|APresen@acdo: 04/03/2024 12:33:00.000 - MESA

2. A Autoridade de Seguranca Competente da Parte onde o Contrato Classificado
sera executado devera garantir que o Contratante e, se aplicavel, o seu subcontratante:

a. garanta que todos os individuos com acesso as Informacdes Classificadas sejam
informados de suas responsabilidades para proteger as Informagdes Classificadas
de acordo com as condi¢des definidas neste Acordo e com as leis e regulamentos
nacionais;

b. monitore a conduta de seguranca dentro de suas instalagcdes de
acordo com as leis e regulamentos nacionais;

c. notifique prontamente a sua Autoridade de Seguranga
Competente sobre qualquer Violagao de Seguranca relacionada
com o Contrato Classificado; e

d. possua uma Credencial de Seguranca de Instalacdao adequada
para proteger as Informacoes Classificadas e que os individuos
que precisarem de acesso as Informacgdes Classificadas possuam
uma Credencial de Seguranca Pessoal adequada.

3. Todo Contrato Classificado, incluindo subcontratos classificados celebrados em
conformidade com este Acordo, deverd incluir requisitos de seguranga que identifiquem os
seguintes aspectos:

a. guia de classificacao de segurancga, que incluird sempre a tabela
do artigo 1V, paragrafo 1°, especificando os Niveis de
Classificagdao de Seguranca aplicaveis a cada parte do Contrato
Classificado;

b. um procedimento para comunicacdao de alteracdes no Nivel de
Classificacao de Segurancga;

C. 0Ss canais e procedimentos a utilizar para o transporte e/ou
transmissao de Informacgao Classificada;

Autenticado Eletronicamente, apds conferéncia com o original.
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d. instrugdes para o tratamento e armazenamento de Informacds
Classificadas;

presentagéo:@/O%/ZOle 12:33:00.000 - MESA
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e. detalhes de contato das Autoridades de Seguranca Competentes
responsaveis por supervisionar a protecdo de Informacdes
Classificadas relacionadas ao Contrato Classificado; e

f. obrigacao de notificar quaisquer Violagdes de Seguranca.

4. A Autoridade de Seguranga Competente da Parte que autoriza a adjudicacdo do
Contrato Classificado devera remeter copia do capitulo dos requisitos de seguranga a Autoridade de
Seguranca Competente da Entidade Receptora, para facilitar a fiscalizagdo da seguranca do
Contrato Classificado.

Artigo XIII
Custos

Cada Parte arcard com os custos de suas proprias despesas resultantes da
implementagdo e supervisdo de todos os aspectos deste Acordo, a menos que mutuamente
determinado pelas Partes.

Artigo XIV
Soluc¢ao de Controvérsias

1. Qualquer controvérsia que possa surgir entre as Partes em relagao
a interpretacao ou aplicacdo deste Acordo, ou qualquer assunto relacionado,
serd resolvida exclusivamente por meio de consultas e negociacdes entre as
Partes e nao devera ser encaminhada a nenhum tribunal internacional ou
Terceiro para resolugao.

2. Durante o periodo de solucdo de controvérsias, ambas as Partes
continuarao cumprindo suas obrigacdes nos termos deste Acordo.

3. Os procedimentos de solugdo de controvérsias entre ambas as
Partes serdo conduzidos com base no principio da confidencialidade.

Artigo XV
Comunicacao
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Todas as comunicagdes formais entre as Partes relacionadas a implementacao des
Acordo serdo feitas por escrito, no idioma inglés.

MSC n.61/2024
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Artigo XVI
Entrada em Vigor

Este Acordo entrara em vigor no primeiro dia do segundo més
seguinte ao recebimento da Ultima notificacdo pela qual as Partes se
informardo, por via diplomatica, que seus requisitos legais internos necessarios
para sua entrada em vigor foram cumpridos.

Artigo XVII
Aplicac¢ido Territorial

No que diz respeito ao Reino dos Paises Baixos, o presente Acordo
aplica-se a parte europeia dos Paises Baixos e a parte caribenha dos Paises
Baixos (as ilhas de Bonaire, Sint Eustatius e Saba).

Artigo XVIII
Emendas

1. Este Acordo, incluindo seu Anexo, podera ser alterado a qualquer
momento, por escrito, por meio de emendas e consentimento muatuo entre as
Partes. As emendas serao propostas por via diplomatica.

2. As emendas entrardao em vigor nos termos do artigo XVI deste
Acordo, com excecao das emendas do Anexo, que entrarao em vigor em data a
ser acordada pelas Partes.

Artigo XIX
Validade e Rescisao
1. Este Acordo sera celebrado por tempo indeterminado.
2. Qualquer das Partes poderd, a qualquer momento, rescindir este

Acordo por meio de notificagcdo por escrito, por via diplomatica, a outra Parte.

3. A rescisdao entrara em vigor 6 (seis) meses apds a data em que a
outra Parte receber a notificagao de rescisao.

244193759500+«
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conformidade com os termos deste Acordo antes de sua rescisao, enquanto &
Informacdes Classificadas permanecerem classificadas.

Apresentacdo: 0m/03/2024 12:33:00.000 - MESA

Artigo XX
Disposicoes Finais

Cada Autoridade de Seguranca Competente devera informar-se mutuamente sobre
suas respetivas leis e regulamentos nacionais e notificar-se imediatamente sobre as alteragdes que
afetem a protecao de Informacdes Classificadas fornecidas sob este Acordo e tenham impacto no
presente Acordo. No caso de tais alteracdes, as Partes discutirdo a necessidade de revisdo deste
Acordo.

Em fé do que, os representantes devidamente autorizados das Partes assinaram este
Acordo.

FEITO EM Brasilia, em 9 de outubro de 2023, em dois exemplares originais, cada um nas linguas
portuguesa, holandesa, e inglesa, sendo todos os textos igualmente auténticos. Em caso de
divergéncia de interpretagdo, prevalecera o texto em inglés.

PELA REPUBLICA FEDERATIVA DO PELO REINO DOS PAISES BAIXOS

BRASIL
Marcos Antonio Amaro Dos Santos Sr. A.M.A. Driessen
Ministro de Estado Chefe do Gabinete de Embaixador Extraordinario e
Seguranca Institucional da Presidéncia da  Plenipotencidrio do Reino dos Paises Baixos
Republica em Brasilia
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Anexo

As Autoridades de Seguranca Competentes, responsaveis pela implementagdo
supervisao deste Acordo, sdo:

Em nome da Repiublica Federativa do Brasil:

Gabinete de Seguranca Institucional da Presidéncia da Reptblica Federativa do Brasil

Em nome do Reino dos Paises Baixos:

A Autoridade de Seguranga Competente é:
Servigo Geral de Inteligéncia e Seguranca
Ministério do Interior ¢ Rela¢des do Reino

A Autoridade de Seguranga Competente delegada no dominio militar é:
Autoridade de Seguranca de Defesa

Diregao-Geral de Politica

Ministro da defesa

Autenticado Eletronicamente, apds conferéncia com o original.
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