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Senhores Membros do Congresso Nacional,

Nos termos do disposto no art. 49, inciso I, combinado com o art. 84, inciso
VIII, da Constituicdo, submeto a elevada consideracdo de Vossas Exceléncias, acompanhado
de Exposicéo de Motivos do Senhor Ministro de Estado das Relagdes Exteriores, o texto do
Acordo entre a Republica Federativa do Brasil e 0 Reino da Suécia sobre Troca e Protecao
Mdtua de Informacdo Classificada, assinado em Estocolmo, em 3 de abril de 2014.

Brasilia, 15 de outubro de 2015.

EMI n2 00211/2015 MRE

Brasilia, 12 de Maio de 2015

Excelentissima Senhora Presidenta da Republica,

Submeto a elevada consideracdo de Vossa Exceléncia, para posterior envio ao
Congresso Nacional, o anexo projeto de Mensagem que encaminha o texto do Acordo entre a
Republica Federativa do Brasil e o Reino da Suécia sobre Troca e Protecdo Mdutua da
Informacédo Classificada, assinado em Estocolmo, em 3 de abril de 2014.

2. A finalidade do Acordo é assegurar, no interesse da seguranca nacional, a
protecdo de informagdes classificadas trocadas no ambito de instrumentos de cooperagao ou
contratos celebrados entre as Partes, seus individuos credenciados, bem como 06rgdos e
entidades publicas e privadas. Em conformidade com a legislacdo nacional, cada Parte
assegurard que medidas apropriadas serdo implementadas para a protecdo de informacGes
classificadas processadas, armazenadas ou transmitidas em sistemas de comunicagdes e
informacBes, enquanto for necessario para garantir a confidencialidade, integridade,
disponibilidade e, quando aplicavel, o ndo repudio e autenticidade da Informagéo classificada,
bem como um nivel apropriado de responsabilidade e rastreabilidade de acdes em relacdo a
essas informagoes.

3. O Acordo podera impulsionar parcerias comerciais e industriais, tendo em conta
as provisOes referentes a protecdo de contratos. Cumpre ressaltar que o instrumento nédo
devera prejudicar o previsto na legislagdo nacional das Partes, em relagdo ao direito dos
individuos de obter acesso a documentos publicos ou informacdes de carater publico, a
protecdo dos dados pessoais ou a protecdo de informages classificadas.
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4. O Gabinete de Seguranca Institucional da Presidéncia da Republica participou da
elaboracdo do texto do Acordo em apreco e aprovou a sua versao final, a qual foi assinada
pelo General-de-Exército José Elito Carvalho Siqueira, Ministro Chefe daquele Gabinete, por
ocasido de sua visita oficial a Estocolmo, realizada de 2 a 5 de abril do corrente.

5. A luz do exposto e com vistas ao encaminhamento do assunto a apreciacdo do
Congresso Nacional, em conformidade com o Artigo 84, inciso VIII, combinado com o
Artigo 49, inciso I, da Constituicdo Federal, submeto a Vossa Exceléncia o anexo projeto de
Mensagem, acompanhado de copias auténticas do Acordo.

Respeitosamente,

Assinado por: Mauro Luiz lecker Vieira

ACORDO ENTRE A REPUBLICA FEDERATIVA DO BRASIL
E O REINO DA SUECIA SOBRE
TROCA E PROTECAO MUTUA DE INFORMACAO CLASSIFICADA

A Republica Federativa do Brasil,

O Reino da Suécia,
doravante referidas em conjunto como "Partes"
ou separadamente como “Parte”,

No interesse da seguranca nacional e com a finalidade de assegurar a protecao
de Informacdes Classificadas trocadas no ambito de instrumentos de cooperag¢do ou contratos
celebrados entre as Partes, seus individuos credenciados, bem como érgdos e entidades
publicas e privadas;

Desejando estabelecer um conjunto de regras e procedimentos sobre a

seguranca de Informacdo Classificada, em conformidade com o ordenamento juridico das
Partes em vigor,

Acordam o seguinte:
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ARTIGO 1
Definicdes

Para os efeitos do presente Acordo, o termo:

a)

b)

d)

f)

9)

h)

)

Contrato Sigiloso: designa um contrato ou subcontrato, incluindo qualquer negociacéo
pré-contratual, cujo objeto contenha ou envolva Informagdes Classificadas;

Informacéo Classificada: significa informagéo, independentemente da sua forma e
caracteristicas, trocada entre, ou produzida pelas Partes ou por qualquer entidade publica
ou privada sob a jurisdi¢do das Partes, e que, de acordo com a legislacéo de cada uma das
Partes, foi classificada como tal e requer protecdo contra perda, divulgacdo néo
autorizada ou outro comprometimento;

Autoridade Competente de Seguranca (CSA): significa uma autoridade de seguranca
de uma da Parte que é responsavel pela implementacdo dos requisitos de seguranca
abrangidos pelo presente Acordo;

Comprometimento: designa qualquer forma de utilizag&o indevida, dano ou acesso néo
autorizado, alteracdo, divulgacdo ou destruicdo de informacdo classificada, bem como
qualquer outra acdo ou omissdo, que possa resultar em perda de sua confidencialidade,
integridade ou disponibilidade;

Autoridades de Defesa: designa as autoridades do Reino da Suécia, para as quais se
aplicam os regulamentos de seguranca das Forcas Armadas da Suécia;

Habilitacdo de Seguranca: significa a determinacdo por uma Autoridade de Seguranca
Competente de uma das Partes de que uma entidade publica ou privada localizada em seu
pais possui habilitacdo de seguranca e atende as necessarias medidas de seguranca dentro
de uma instalacdo especifica para o tratamento da Informacdo Classificada, de acordo
com a legislacédo nacional em vigor;

Necessidade de conhecer: designa a condicdo segundo a qual o acesso a Informacdo
Classificada pode ser concedido a um individuo, para o adequado exercicio de cargo,
funcéo, emprego ou atividade;

Parte de Origem: significa a Parte, bem como qualquer entidade publica ou privada sob
sua jurisdicdo, que envia a Informacdo Classificada a Parte Receptora nos termos deste
Acordo;

Outras Autoridades: Autoridades no Reino da Suécia, para as quais se aplicam as regras
de seguranca do Conselho da Policia Nacional;

Credencial de Seguranca Pessoal: significa uma determinagdo por uma Autoridade de
Seguranca Competente de uma das Partes de que um individuo tenha recebido uma
credencial de seguranca para o Tratamento de Informacéo Classificada, de acordo com a
sua legislacéo nacional em vigor;
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k)

1.

Parte Receptora: designa a Parte, incluindo quaisquer entidades publicas ou privadas
sob sua jurisdicdo, que recebe InformacGes Classificadas da outra Parte, incluindo
quaisquer entidades publicas ou privadas sob sua jurisdi¢do, nos termos deste Acordo;

Credenciamento de Seguranca: designa o processo de emissdo de uma Habilitacdo de
Seguranca ou de uma Credencial de Seguranga Pessoal por uma Autoridade de Seguranca
Competente, em conformidade com a legislacdo nacional das Partes;

Terceiros: designa os Estados, qualquer organizagdo internacional, governos ou
individuos que representam organismos estatais ou organizacdes, que nao sejam Partes do
presente Acordo;

Tratamento da Informacdo Classificada: designa um conjunto de acGes referentes a
producdo, recepcéo, classificacdo, utilizagdo, acesso, reproducao, transporte, transmisséo,
distribuicdo, arquivamento, armazenamento, eliminacdo, avaliagdo, destinacdo ou
controle da Informacéo Classificada, em qualquer grau de sigilo.

ARTIGO 2
Niveis de Classificacdo de Sigilo

As Partes, de acordo com sua legislacdo nacional, concordam que os niveis de

classificacdo de sigilo correspondem entre si e sdo considerados como equivalentes:

a) Para InformacGes Classificadas fornecidas pelas Autoridades de Defesa do
Reino da Suécia:

xa ti?ilcri]g d%i 32%;3861 Na Republica Federativa do Brasil
HEMLIG/TOP SECRET ULTRASSECRETO
HEMLIG/SECRET SECRETO
HEMLIG/CONFIDENTIAL SECRETO
HEMLIG/RESTRICTED RESERVADO

b) Para InformacGes Classificadas fornecidas por Outras Autoridades do
Reino da Suécia:

No Reino da Suécia

Outras Autoridades Na Republica Federativa do Brasil

HEMLIG

AV SYNNERLIG BETYDELSE ULTRASSECRETO
FOR RIKETS SAKERHET

HEMLIG SECRETO

c) Para Informagdes Classificadas fornecidas por Republica Federativa do
Brasil:
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Na Republica No Reino da Suécia
Federativa do Brasil Autoridades de Defesa Outras Autoridades
HEMLIG
AV SYNNERLIG
ULTRASSECRETO HEMLIG/TOP SECRET BETYDELSE
FOR RIKETS SAKERHET
SECRETO HEMLIG/SECRET HEMLIG
RESERVADO HEMLIG/RESTRICTED HEMLIG
2. Qualquer Informacdo Classificada fornecida com base no presente Acordo

deverd ser marcada com o nivel de classificagdo de sigilo adequado de acordo com a
legislacdo nacional da Parte de Origem e, onde for apropriado, possuir estampado o nome do
pais detentor e fornecedor da Informacao Classificada.

3. As Partes deverdo marcar todas as InformagOes Classificadas recebidas da
outra Parte com o nivel de classificacdo equivalente, de acordo com o paragrafo 1 deste
Artigo.

4. As Partes deverdo comunicar uma a outra quaisquer modificacdes na legislacdo
nacional relacionadas as marcas de classificacao de sigilo.

5. A Parte de Origem devera:

a) tdo logo possivel, notificar a Parte Receptora sobre qualquer alteracdo
na classificacdo de sigilo das informacdes classificadas fornecidas;

b) informar a Parte Receptora sobre quaisquer condic¢des de liberacdo ou
limitagOes quanto ao uso das Informagdes Classificadas fornecidas.

ARTIGO 3
Protecdo da Informacéo Classificada

1. As Partes tomardo todas as medidas apropriadas, em conformidade com suas
respectivas legislacbes nacionais, para assegurar que o nivel de protecdo atribuido a
Informacdo Classificada recebida esteja de acordo com o nivel de classificacdo de sigilo
equivalente, conforme estabelecido no artigo 2° do presente Acordo.

2. Nada neste Acordo deve prejudicar o previsto na legislacdo nacional das
Partes, em relacdo ao direito dos individuos de obter acesso a documentos publicos ou
informacdes de carater publico, a protecdo dos dados pessoais ou a protecdo de Informacdes
Classificadas.

3. Em conformidade com a legislacdo nacional, cada Parte assegurard que
medidas apropriadas serdo implementadas para a protecdo de Informacbes Classificadas
processadas, armazenadas ou transmitidas em sistemas de comunicacGes e informagdes,
enquanto for necessario para garantir a confidencialidade, integridade, disponibilidade e,
quando aplicavel, o ndo repadio e autenticidade da Informacgéo Classificada, bem como um
nivel apropriado de responsabilidade e rastreabilidade de acbes em relacdo a essas
informagdes.
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ARTIGO 4
Divulgacéo e Uso de Informacao Classificada

1. Cada Parte devera assegurar que as Informacdes Classificadas fornecidas ou
trocadas no &mbito do presente Acordo néo sejam:

a) desclassificados ou reclassificadas com nivel de sigilo inferior, sem o
prévio consentimento por escrito da Parte de Origem;

b) utilizadas para fins diferentes dos estabelecidos pela Parte de Origem;

c) divulgada a terceiros sem o prévio consentimento por escrito da Parte
de Origem, e sem que haja um acordo ou convénio apropriado para a
protecdo da Informacdo Classificada com a terceira parte envolvida.

2. O principio do consentimento da Parte de Origem deve ser respeitado por cada
uma das Partes, de acordo com as suas normas constitucionais e sua legislagédo nacional.

ARTIGO 5
Acesso a Informacao Classificada

1. Cada Parte devera assegurar que o0 acesso a Informacdo Classificada somente
sera concedido com base no principio da "Necessidade de Conhecer".

2. Cada Parte devera assegurar que todos os individuos que tiverem acesso a
Informacgédo Classificada estejam informados da sua responsabilidade de protecdo dessas
informacdes, de acordo com as normas de seguranca em vigor.

3. As Partes deverdo assegurar que o acesso a Informacdo Classificada somente
sera concedido aos individuos que possuam uma Credencial de Seguranca Pessoal apropriada
ou que estejam devidamente autorizados por forca das suas func¢des, em conformidade com a
legislacdo nacional.

4. De acordo com sua legislagdo nacional, cada Parte devera assegurar que
qualquer entidade sob a sua jurisdicdo que possa receber ou gerar Informacdo Classificada
possua a apropriada Habilitacdo de Seguranca e seja capaz de proporcionar protecdo
adequada, conforme previsto no § 1° do artigo 3° do presente Acordo, no nivel de seguranca
adequado.

ARTIGO 6
Traducédo, Reproducéao e Destruicdo de Informacao Classificada

1. Todas as traducdes e reproducdes de InformacGes Classificadas devem possuir
as apropriadas marcas de classificacdo de sigilo e devem ser protegidas e controladas pelas
Partes, em conformidade com o original.

2. Todas as traducdes de Informacgdes Classificadas deverdo conter uma anotagédo
adequada, na lingua para a qual foram traduzidas, indicando que contém Informacéo
Classificada da Parte de Origem.

Coordenacéo de Comissdes Permanentes - DECOM - P_3630
CONFERE COM O ORIGINAL AUTENTICADO

MSC 413/2015



3. De acordo com o artigo 5° § 3° do presente Acordo, os tradutores devem possuir
uma Credencial de Seguranca Pessoal no nivel de sigilo da Informacdo Classificada a ser
traduzida.

4. A Informacéo Classificada marcada como ULTRASSECRETO/ HEMLIG/TOP
SECRET/ HEMLIG AV SYNNERLIG BETYDELSE FOR RIKETS SAKERHET somente
podera ser traduzida ou reproduzida mediante autorizacdo prévia por escrito da Parte de
Origem.

5. A Informacdo Classificada recebida nos termos deste Acordo, marcada como
ULTRASSECRETO/ HEMLIG/TOP SECRET/ HEMLIG AV SYNNERLIG BETYDELSE
FOR RIKETS SAKERHET ndo podera ser destruida. Quando ja ndo for considerada
necessaria pela Parte Receptora, devera ser devolvida a Parte de Origem.

6. A Informagdo Classificada recebida nos termos deste Acordo marcada como
SECRETO, RESERVADO, HEMLIG/SECRET, HEMLIG/CONFIDENCIAL ou
HEMLIG/RESTRICTED néo podera ser destruida. Quando ja ndo for considerada necessaria
pela Parte Receptora, devera ser devolvida a Parte de Origem, salvo acordo em contrario entre
as Partes.

ARTIGO 7
Transferéncia de Informacéo Classificada

1. As Informacbes Classificadas deverdo ser transferidas entre as Partes, em
conformidade com as legislacbes nacionais da respectiva Parte, por via diplomatica ou de
outro modo mutuamente aprovado pelas Autoridades Competentes de Seguranca das Partes.

2. Na implementacdo do presente Acordo, as Partes poderdo firmar um acordo de
seguranca das comunicacdes, com o objetivo de regular a transmissao segura de InformacGes
Classificadas e a comunicacéo segura entre elas.

ARTIGO 8
Visitas

1. As visitas as instalacdes onde as Informac@es Classificadas sdo manuseadas ou
armazenadas estdo sujeitas a aprovacdo prévia por parte da Autoridade Competente de
Seguranca da Parte anfitrid, a menos que de outra forma mutuamente aprovada.

2. A solicitacdo da visita devera ser submetida a Parte anfitrid e devera conter os
seguintes dados, que serdo utilizados somente para o propésito da visita:

a) nome do visitante, data e local de nascimento, nacionalidade e nimero
de cartdo de identificacdo / passaporte;

b) cargo ou funcéo do visitante, com a especificacdo do empregador que o
visitante representa;

c) especificagdo do projeto no qual o visitante trabalha;
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d) validade e nivel da Credencial de Seguranca Pessoal do visitante, se
necessario;

e) nome, endereco, numero de telefone / fax, e-mail e ponto de contato das
instalagdes a serem visitadas;

f) objetivo da visita, incluindo o mais alto nivel de classificacdo de
seguranca de Informacéo Classificada envolvida;

g) data e duracdo da visita. Para visitas recorrentes, deve ser indicado o
periodo total das visitas;

h) outros dados, se acordado entre as Autoridades Competentes de
Seguranga, e

i) data e assinatura.

3. O pedido de visita devera ser apresentado pelo menos 20 (vinte) dias antes da
visita, a menos que de outra forma mutuamente aprovada pelas Autoridades Competentes de
Seguranca.

4. Qualquer Informacdo Classificada liberada para um visitante sera considerada
como Informacéo Classificada recebida nos termos deste Acordo. O visitante devera cumprir
as normas de seguranca da Parte anfitrid.

5. As Autoridades Competentes de Seguranca poderdo acordar sobre uma lista de
visitantes com direito a visitas recorrentes. A lista serd valida por um periodo inicial ndo
superior a 12 (doze) meses, podendo ser prorrogado por mais um periodo de tempo nédo
superior a 12 (doze) meses. O pedido para visitas recorrentes devera ser apresentado em
conformidade com o 8 3° deste artigo. Uma vez aprovada a lista, as visitas poderdo ser
organizadas diretamente entre as instalacdes envolvidas.

ARTIGO 9
Contratos Sigilosos

1. Se a Autoridade Competente de Seguranca da Parte de Origem tenciona permitir
negociacdes para a celebracdo de um Contrato Sigiloso com um contratante sob a jurisdi¢éo
da Parte Receptora, ele devera, mediante pedido, de acordo com a sua legislacdo nacional,
obter todas as Habilitacdes de Seguranca e Credenciais de Seguranca Pessoais relevantes, da
Autoridade Competente de Seguranca da Parte Receptora.

2. Cada Parte podera solicitar a outra Parte a realizacdo de uma verificacdo de
seguranca em uma instalacdo sob sua jurisdicdo para garantir a conformidade com os padrdes
de seguranca estabelecidos neste Acordo.

3. Um Contrato Sigiloso devera conter disposi¢fes relativas aos requisitos de
seguranca e sobre a classificacdo de cada aspecto ou elemento do Contrato Sigiloso. Uma
copia destas disposicOes devera ser submetida as Autoridades Competentes de Seguranca das
Partes, para permitir a supervisdo de seguranca.
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ARTIGO 10
Autoridades Competentes de Seguranca e Cooperacao de Seguranca

1. Para efeitos do presente Acordo, as Autoridades Competentes de Seguranca séo:

Na Republica Federativa do Brasil:

Gabinete de Seguranca Institucional da Presidéncia da Republica — GSI/PR
(Autoridade Nacional de Seguranca)

No Reino da Suécia:

As Forcas Armadas Suecas, Servico de Seguranca Militar
(Autoridade Nacional de Seguranca)

A Administragdo de Material de Defesa Sueca
(Autoridade de Seguranca Designada)

2. Cada Parte devera fornecer a outra os dados de contato necessarios de suas
respectivas Autoridades Competentes de Seguranga, por escrito.

3. As Partes deverdo informar uma a outra, por escrito, qualquer alteracdo que
venha a ocorrer em suas respectivas Autoridades Competentes de Seguranca.

4. Com o objetivo de assegurar uma estreita cooperacdo na execucao do presente
Acordo, as Autoridades Competentes de Seguranca poderdo ser consultadas sempre que for
solicitado por uma delas.

5. As Partes reconhecem mutuamente as Credenciais de Seguranca e devem
informar imediatamente uma a outra quaisquer alteracGes nas Habilitacbes de Seguranca e
Credenciais de Seguranca Pessoais mutuamente reconhecidas.

6. Para alcancar e manter niveis comparaveis de seguranca, as Autoridades
Competentes de Seguranca deverdo, quando solicitadas, fornecer umas as outras informacdes
sobre suas normas e padrGes de seguranca, procedimentos e praticas para a protecdo de
Informacdo Classificada. Para esta finalidade, as Autoridades Competentes de Seguranca
poderdo realizar reunides regulares.

7. As Autoridades Competentes de Seguranca deverdo informar uma a outra sobre
0s riscos de seguranca especificos que possam pbr em perigo a Informacdo Classificada
liberada, quando aplicavel.

8. A pedido, as Partes deverdo prestar mudtua assisténcia no processo de concessao
das Credenciais de Seguranca.

9. Se qualquer Autoridade Competente de Seguranca suspende ou toma medidas no
sentido de revogar o acesso a Informacdo Classificada que tenha sido concedido a um cidadao
da outra Parte com base em um Credenciamento de Seguranca, a outra Parte devera ser
notificada e informada sobre as razGes para tal acao.
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ARTIGO 11
Perda ou Comprometimento da Informacao Classificada

1. As Partes tomardo todas as medidas apropriadas, em conformidade com sua
respectiva legislacdo nacional, para investigar os casos em que se sabe, ou quando existam
motivos razoaveis para suspeitar, que as Informacdes Classificadas foram perdidas ou
comprometidas.

2. A Parte que descobrir uma perda ou comprometimento deve, através dos canais
apropriados, informar imediatamente a Parte de Origem sobre tal ocorréncia e,
posteriormente, informar a Parte de Origem sobre os resultados finais da investigacdo referida
no 8 1° deste artigo e das medidas corretivas tomadas para evitar a reincidéncia. A pedido, a
Parte de Origem podera prestar assisténcia na investigacao.

ARTIGO 12
Custos

Cada Parte devera arcar com os custos de suas proprias despesas decorrentes da
aplicacdo do presente Acordo.

ARTIGO 13
Solucédo de Controvérsias

1. Qualquer controvérsia que possa surgir entre as Partes sobre a interpretacdo ou
aplicacdo do presente Acordo, ou qualquer assunto relacionado, devera ser resolvida por meio
de consultas e negociacGes entre apenas as Partes, por via diplomatica.

2. Durante o periodo de resolucdo das controvérsias do Acordo, as Partes
continuardo a cumprir com as suas obrigac6es nos termos deste Acordo.

ARTIGO 14
Comunicac0es

Todas as comunicagOes entre as Partes relacionadas com a implementacdo do
presente Acordo serdo feitas por escrito, em Inglés.

ARTIGO 15
Entrada em Vigor

O presente Acordo entrara em vigor 30 (trinta) dias apds a recep¢do da ultima
notificagdo, por intermédio da qual as Partes tenham informado uma & outra, por via
diplomatica, que os seus requisitos legais internos necessarios para sua entrada em vigor
foram cumpridos.
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ARTIGO 16
Emendas

1. O presente Acordo podera ser alterado a qualquer momento, por escrito, por
consentimento mutuo das Partes.
2. As emendas entrardo em vigor nos termos estabelecidos no artigo 15 do
presente Acordo.

ARTIGO 17

Vigéncia e Denuncia

1. O presente Acordo permanecerd em vigor por tempo indeterminado.
2. Qualquer uma das Partes podera, a qualquer momento, denunciar o presente

Acordo mediante notificacdo por escrito a outra Parte.

3. A denlncia deve ser notificada por via diplomatica e surtira efeito seis (6)
meses apds a data em que o aviso de denlncia for recebido pela outra Parte.

4. Em caso de denuncia, quaisquer Informacdes Classificadas trocadas nos termos
do presente Acordo continuardo a ser protegidas em conformidade com as disposi¢cdes aqui
estabelecidas, a menos que a Parte de Origem isente a Parte Receptora dessa obrigacao.

ARTIGO 18
Disposic¢des Finais

As Partes deverdo imediatamente notificar uma a outra quaisquer alteracbes em
sua respectiva legislacdo nacional que afete a protecdo de Informacdes Classificadas
fornecidas com base no presente Acordo. No caso de tais alteracdes, as Partes deverdo se
consultar e considerar a possibilidade de realizar alteragdes neste Acordo. Nesse meio tempo,
as Informacdes Classificadas continuardo a ser protegidas como descrito aqui, salvo pedido
em contrario da Parte de Origem, por escrito.

Feito em Stockholm em 3 de abril de 2014, em dois exemplares originais, nos
idiomas sueco, portugués e inglés, sendo todos os textos igualmente auténticos. Em caso de
divergéncia de interpretacdo, o texto em Inglés prevalecera.

Em testemunho do qual, as Partes assinam este Acordo com o selo a partir do
dia e ano acima mencionados.

Coordenacéo de Comissdes Permanentes - DECOM - P_3630
CONFERE COM O ORIGINAL AUTENTICADO
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PELO GOVERNO DA REPUBLICA PELO GOVERNO DO REINO DA SUECIA
FEDERATIVA DO BRASIL

General-de-Exército José Elito Carvalho Siqueira General Gunnar Karison
Ministro de Estado Chefe do Gabinete de Diretor de Inteligéncia Militar e Servico de
Seguranga Institucional da Presidéncia da Seguranca
Republica

FIM DO DOCUMENTO
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