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PROJETO DE LEI N.° 6.595, DE 2013

Acrescenta dispositivos ao Decreto-
Lei n® 2.848, de 7 de dezembro de 1940 -
Cdédigo Penal; a Lei n® 1.079, de 10 de abril
de 1950, que "Define os crimes de
responsabilidade e regula o respectivo
processo de julgamento”; e ao Decreto-Lei
n°® 201, de 27 de fevereiro de 1967, que
"Dispbe sobre a responsabilidade dos
Prefeitos e Vereadores, e d& outras
providéncias", para tipificar a supresséo de
dados e programas de sistema de
informacdes da Administragédo Publica.
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| - RELATORIO

A proposicéo visa incluir no Cédigo Penal, na Lei de
Crimes de Responsabilidade (de autoridades federais e estaduais) e no
Decreto-Lei n° 201/67, que dispGe sobre a responsabilidade de Prefeitos e
Vereadores, dispositivos criminalizando a supresséo de dados e programas de
sistema de informacbes da Administracdo Publica, quando praticados por
autoridades.

No Cdédigo Penal, a alteragdo prevé a reclusdo de um a
guatro anos para quem praticar esse tipo de atividade. Na Lei de Crimes de
Responsabilidade da esfera federal e estadual, a delecéo é incluida no rol dos
atos que constituem “Crime Contra a Probidade na Administracdo”. Por fim, no
Decreto-Lei que trata especificamente da responsabilidade de Prefeitos e



Vereadores, a proposta inclui a pratica como infragcdo politico-administrativa
passivel de cassacao do mandato.
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A matéria estq sujeita a apreciacdo da Comissdo de
Ciéncia, Tecnologia, Comunicacdes e Informética, conforme art. 24, inciso | do
Regimento Interno desta Casa. Ademais, a Comissao de Constituicdo e Justica
e de Cidadania devera se manifestar quanto ao mérito, conforme art. 32, inciso
IV, e quanto a constitucionalidade, juridicidade e técnica legislativa, conforme
art. 54, ambos do referido regimento. A proposta serd submetida a apreciacao
do Plenario.

E o relatorio.

I - VOTO DA RELATORA

O uso do computador, da informética e da internet pela
Administragcdo Puablica tem aumentado consideravelmente nos dltimos anos. A
economia de recursos, a otimizacao de procedimentos, o aumento dos servigcos
disponiveis a populagdo, a facilidade no acesso e a transparéncia das
informagcdes da Administragcdo sao alguns dos aspectos facilitados com o
emprego da tecnologia da informacao.

E o reflexo dessa informatizacdo pode ser vista sob dois
angulos: o emprego mais intensivo de computadores e de sistemas
informatizados pelas reparticbes e o0 acesso crescente dos cidaddos aos
servi¢os publicos pela internet. Como exemplos podemos citar: a telematricula
nas escolas, sistemas de marcagdo de consultas médicas e o agendamento de
vistorias em Detrans. Todos esses servigos sdo fruto de um grande esforco de
automacao de procedimentos e do direcionamento de vultosos investimentos
por parte da Administragao.

Apesar desse louvavel desenvolvimento observado, em
maior e menor grau, em toda a esfera publica, desafortunadamente, chegam
relatos pela imprensa de determinados agentes publicos sabotando os servigos
em funcionamento. Quer seja pela delecéo de dados, como pela supressao de
programas de computadores e até de sistemas informatizados inteiros.
Mediante essas préaticas perversas, ndo sO 0s investimentos realizados sdo



jogados pelo ralo, como também a populacdo € fortemente afetada pela
indisponibilidade de servicos. Ademais, deve ser ressaltado que, certamente,
essas praticas servem para o ocultamento de ilicitos praticados por agentes
publicos nas diversas esferas.

E com o intuito de coibir essas sabotagens e
acobertamentos que o projeto do nobre Deputado Jorge Corte Real foi
oferecido, conforme justificativa do proprio autor. Pela proposta, dele¢cdes de
dados ou de programas de sistemas de informacdes passam a ser
considerados crimes de responsabilidade, sendo incluida a tipificacdo em trés
diplomas legais: Cédigo Penal (Decreto-Lei n° 2.848/40), Lei de Crimes de
Responsabilidade de autoridades federais e estaduais (Lei n° 1.079/50) e
Decreto-Lei sobre Crimes de Responsabilidade de Prefeitos e Vereadores
(Decreto-Lei n° 201/67).

No Cdédigo Penal é incluido o artigo 314-A prevendo a
pena de reclusdo de um a quatro anos para qualquer pessoa que cometer esse
tipo de crime. Na Lei de Crimes de Responsabilidade de autoridades federais e
estaduais, € incluido novo inciso ao artigo 9° determinando que a delecéo,
passa a configurar crime de responsabilidade contra a probidade na
administragao. E finalmente, o Decreto-Lei dos crimes de responsabilidade
referente a atos de Prefeitos e Vereadores, é alterado, no seu artigo 4°,
incluindo a supresséo de dados no rol de crimes de responsabilidade. Dessa
maneira e caso este Projeto de Lei seja aprovado, Presidente, Governadores e
Prefeitos seriam passiveis de cassacao de mandato, caso incorressem nessas
praticas, nos termos e ritos previstos anteriormente, 0s quais permanecem

inalterados.

Na analise da necessidade e oportunidade desta
proposta nos ateremos a quatro tépicos: aderéncia ao mérito desta Comissao;
importancia da informatica para a prestacdo de servicos publicos; validade
juridica de documentos e sistemas eletronicos; e, tipificacdo no Codigo-Penal.

Com relacdo ao primeiro topico que diz respeito a
aderéncia do tema, o assunto trata absolutamente do mérito desta Comisséo,
isto € a analise de questbes relativas a comunicacdes, telecomunicacoes,
informatica e telematica.

Com relacdo ao segundo topico, o da importancia da
informatica, € inegavel o valor que as tecnologias da informacdo — as



chamadas TI - possuem para a vida em sociedade e para a fruicdo de servicos
publicos. Nesse sentido, a delecdo de dados ou programas em sistemas da
informacéo atentam contra a probidade administrativa e atingem a sociedade
como um todo. Nos dias de hoje, computadores, sistemas e bancos de dados
constituem a base para a oferta e fruicdo de todos os servigcos publicos. Ndo ha
matricula nas escolas sem banco de dados, ndo ha distribuicdo de remédios
sem um sistema informatizado. Em outras palavras, sabotar recursos de Tl é
sabotar a administracdo e atentar contra a prestacdo de todos 0s servicos
publicos.
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No que diz respeito a validade dos documentos e
sistemas eletrénicos, o terceiro topico cotejado, deve ser considerado que 0s
atos da administracdo ocorrem atualmente em sua maior parte por meio
eletrdnico. Ademais, o marco legal ja equipara documentos -certificados
digitalmente a documentos publicos. Por isso, a dele¢cdo de dados equivaleria,
na pratica, a supressdo de documentos e ocultacdo de atos da administracéo.
Como tal, cabe ressaltar que a Lei da Transparéncia (Lei n°® 12.527/11) poderia
ser aplicada, uma vez que subtrair, destruir ou inutilizar informacdes
configuraria violagdo da citada lei, conforme disposto no artigo 32, inciso Il.

Entretanto, entendemos que as penalidades prescritas na
Lei da Transparéncia sdo demasiadamente brandas. As citadas Lei e artigo
remetem a Lei do Funcionalismo Publico, Lei n° 8.112/90, enquadrando o ilicito
como infracdo administrativa, apenando o agente com, no minimo, suspensao.
Ademais, o dispositivo da Lei da Transparéncia prevé a possibilidade de
enquadramento do ato na Lei de Crimes de Responsabilidade que ora propde-
se alterar.
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Ora, cremos que, devido a importancia da informéatica,
como ja citado anteriormente, a supressdo de dados ou sistemas de
informacdo deveria ser enquadrado, sem sombra a davidas, na Lei de Crimes
de Responsabilidade. Assim, o ocupante de cargo publico que praticasse o
ilicito estaria sujeito a perda do mandato e a se tornar inelegivel por até cinco
anos e ndo, apenas a suspensdo no cargo. Dessa forma, a pratica danosa
receberia pena proporcional a importancia que a Tl possui nos dias de hoje,
incomparavel a 1950, data da promulgacdo da Lei de Crimes de
Responsabilidade, quando sistemas de informacdes eram inexistentes.



O quarto e ultimo aspecto que deve ser comentado neste
parecer diz respeito a medida que modifica o Codigo Penal. Entendemos que a
alteracdo é acertada, pois os artigos 313-A e 313-B, que incluiram o crime de
‘insercdo de dados falsos” e “alteracdo nao autorizada de sistema de
informacgdes”, nao tipificam de maneira eficaz e com total aderéncia o crime
gue se quer delimitar, isto é a delecdo e a inutilizacdo de dados e sistemas de
informatica.

Ainda com relacdo a modificacdo do Cddigo Penal, cabe
ressaltar que, a medida ora introduzida ndo podera ser aplicada aos ocupantes
do cargo de Presidente da Republica, por forca do § 4° do Art. 86, da
Constituicdo Federal. Porém, como ndo ha vedacdo semelhante no texto
constitucional para os niveis estadual e municipal, o artigo aqui incluido sera
benéfico para coibir esse tipo de acdo nesses niveis da administracao.

Postos esses argumentos, ndo nos resta outro
entendimento que néo seja 0 da necessidade e acerto da medida, nada tendo a
nos opor.

Por isso, somos pela APROVACAO ao Projeto de Lei n°
6.595/13.

Sala das Sessoes, em de de 2015.

Deputada RENATA ABREU
Relatora
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